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that the Senate, so configured, does so little
but that it accomplishes so much.

That it does is a tribute to their talented
leadership. They can herd cats. They can
tame tigers. They can demonstrate the pa-
tience of Job, the wisdom of Solomon, the
poise of Cary Grant and the sincerity of
Jimmy Stewart—all of which are essential to
success in the difficult roles they play.

For whatever help it may be to these and
future leaders, let me offer now a few rules of
Senate leadership. As it happens, they are an
even Baker’s Dozen.

1. Understand its limits. The leader of the
Senate relies on two prerogatives, neither of
which is constitutionally or statutorily
guaranteed. They are the right of prior rec-
ognition under the precedent of the Senate
and the conceded right to schedule the Sen-
ate’s business. These, together with the reli-
ability of his commitment and whatever
power of personal persuasion one brings to
the job, are all the tools a Senate leader has.

2. Have a genuine and decent respect for
differing points of view. Remember that
every Senator is an individual, with individ-
ual needs, ambitions and political condi-
tions. None was sent here to march in lock-
step with his or her colleagues and none will.
But also remember that even members of the
opposition party are susceptible to persua-
sion and redemption on a surprising number
of issues. Understanding these shifting sands
is the beginning of wisdom for a Senate lead-
er.

3. Consult as often as possible, with as
many Senators as possible, on as many
issues as possible. This consultation should
encompass not only committee chairmen but
as many members of one’s party conference
as possible in matters of legislative schedul-
ing.

4. Remember that Senators are people with
families. Schedule the Senate as humanely
as possible, with as few all-night sessions
and as much accommodation as you can
manage.

5. Choose a good staff. In the complexity of
today’s world, it is impossible for a Member
to gather and digest all the information that
is necessary for the Member to make an in-
formed and prudent decision on major issues.
Listen to your staff, but don’t let them fall
into the habit of forgetting of who works for
whom.

6. Listen more often than you speak. As
my father-in-law Everett Dirksen once ad-
monished me in my first year in this body,
‘‘occasionally allow yourself the luxury of an
unexpressed thought.’’

7. Count carefully, and often. The essential
training of a Senate Majority Leader perhaps
ends in the third grade, when he learns to
count reliably. But 51 today may be 49 to-
morrow, so keep on counting.

8. Work with the President, whoever he is,
whenever possible. When I became Majority
Leader after the elections of 1980, I had to
decide whether I would try to set a separate
agenda for the Senate or try to see how our
new President, with a Republican Senate,
could work together as a team to enact his
programs. I chose the latter course, and his-
tory proved me right. Would I have done the
same with a President of the opposition
party? Lyndon Johnson did with President
Eisenhower, and history proved him right, as
well.

9. Work with the House. It is a co-equal
branch of government, and nothing the Sen-
ate does—except in the ratification of trea-
ties and the confirmation of federal offi-
cers—is final unless the House concurs. My
father and step-mother both served in the
House, and I appreciate its special role as the
sounding board of American politics. John
Rhodes and I established a Joint Leadership
Office in 1977, and it worked very well. I com-

mend that arrangement to this generation of
Senate leaders and to every succeeding gen-
eration.

10. No surprises. Bob Byrd and I decided
more than twenty years ago that while we
were bound to disagree on many things, one
thing we would always agree on was the need
to keep each other fully informed. It was an
agreement we never broke—not once—in the
eight years we served together as Republican
and Democratic Leaders of the Senate.

11. Tell the truth, whether you have to or
not. Rather that your word is your only cur-
rency you have to do business with in the
Senate. Devalue it, and your effectiveness as
a Senate leader is over. And always get the
bad news out first.

12. Be patient. The Senate was conceived
by America’s founders as ‘‘the saucer into
which the nation’s passions are poured to
cool.’’ Let Senators have their say. Bide
your time—I worked for 18 years to get tele-
vision in the Senate and the first camera was
not turned on until after I left. But, patience
and persistence have their shining reward. It
is better to let a few important things be
your legacy than to boast of a thousand bills
that have no lasting significance.

13. Be civil, and encourage others to do
likewise. Many of you have heard me speak
of the need for greater civility in our politi-
cal discourse. I have been making that
speech since the late 1960s, when America
turned into an armed battleground over the
issues of civil rights and Vietnam. Having
seen political passion erupt into physical vi-
olence, I do not share the view of those who
say that politics today are meaner or more
debased than ever. But in this season of pros-
perity and peace—so rare in our national ex-
perience—it ill behooves America’s leaders
to invent disputes for the sake of political
advantage, or to inveigh carelessly against
the motives and morals of one’s political ad-
versaries. America expects better of its lead-
ers than this, and deserves better.

I continue in my long-held faith that poli-
tics is an honorable profession. I continue to
believe that only through the political proc-
ess can we deal effectively with the full
range of the demands and dissents of the
American people. I continue to believe that
here in the United States Senate, especially,
our country can expect to see the rule of the
majority co-exist peacefully and construc-
tively with the rights of the minority, which
is an interesting statement.

It doesn’t take Clays and Websters and
Calhouns to make the Senate work. Doles
and Mitchells did it. Mansfields and Scotts
did it. Johnsons and Dirksens did it. Byrds
and Bakers did it. Lotts and Daschles do it
now, and do it well. The founders didn’t re-
quire a nation of supermen to make this gov-
ernment and this country work, but only
honorable men and women laboring honestly
and diligently and creatively in their public
and private capacities.

It was the greatest honor of my life to
serve here and lead here. I learned much
about this institution, about this country,
about human nature, about myself in the
eighteen years I served here at the pleasure
of the people of Tennessee.

I enjoyed some days more than others. I
succeeded some days more than others. I was
more civil some days than others. But the
Senate, for all its frustration and foibles and
failings, is indeed the world’s greatest delib-
erative body. And by God, I love it.

f

BASEBALL CHOOSES WELL—BUD
SELIG

Mr. LOTT. Mr. President, today I
wish to congratulate Bud Selig on his
unanimous election as the ninth Com-
missioner of major league baseball.

Baseball is enjoying a renaissance of
popularity at all levels of play. Partici-
pation and interest in youth baseball is
at an all-time high. Minor league base-
ball sets new attendance records each
year while bringing the joy of the sport
to smaller communities across our Na-
tion. Major league baseball is enjoying
unprecedented interest as its great
players and teams continue their as-
sault on the all-time records.

As a lifelong fan of baseball, I know
Mr. Selig will continue to make base-
ball even more popular for its millions
of fans and players from youth league
through the major leagues. He will also
bring considerable experience and
background to his new post all of
which will add to the glory of our na-
tional pastime. I wish him well. Base-
ball has chosen well.
f

ENCRYPTION LEGISLATION
Mr. DASCHLE. Late yesterday sev-

eral of my colleagues took to the floor
to discuss their views on the need for
congressional action on encryption leg-
islation. I would like to take this op-
portunity to briefly provide my
thoughts on this important issue.

As everyone who follows encryption
policy knows, despite years of discus-
sion and debate, we still have not found
a solution that is acceptable to indus-
try, consumers, law enforcement and
national security agencies. In this Con-
gress alone, we have seen 7 competing
bills introduced—3 in the House and 4
in the Senate.

The country is paying a price for this
inability to produce a consensus solu-
tion. That price is evident not only in
loss of market share and constraint on
internet commerce, but also in the
steady erosion of the ability of law en-
forcement’s and national security
agencies’ to monitor criminal activity
or activities that threaten our national
interest.

We simply must find a comprehen-
sive national policy that protects both
U.S. national security and U.S. inter-
national market share—sooner rather
than later. And I believe we can.

After many months of participating
in discussions on encryption policy and
hearing from all sides of this complex
issue, I have reached two conclusions.
First, the Administration has and is
continuing to make good-faith efforts
to reach agreement on the numerous
complex issues that underlie our
encryption policy. And second, there is
already considerable agreement on a
series of key issues. The challenge is to
pull together to forge a consensus
encryption policy for the 21st Century.

Earlier this year, I sent a letter to
Vice President GORE asking for the Ad-
ministration’s goals and plans for
encryption policy. In his response to
me, the Vice President indicated that
he supports ‘‘energizing an intensive
discussion that will apply the unparal-
leled expertise of U.S. industry leaders
in developing innovative solutions that
support our national goals.’’ Subse-
quent actions demonstrate that the
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Vice President and this Administration
have been true to their word.

In the last several months, the Ad-
ministration has engaged in intensive
discussions with the Americans for
Computer Privacy, an important busi-
ness-oriented interest group. These dis-
cussions have focused on technical, pol-
icy, legal, and business issues associ-
ated with encryption, and the impact
of strong encryption on law enforce-
ment and national security. The Ad-
ministration is also reviewing ACP’s
proposals for export relaxation. I have
been assured by senior Administration
officials that, in making decisions on
our encryption policy, the Administra-
tion recognizes it must carefully con-
sider commercial needs as well as law
enforcement and national security in-
terests.

As a result of the Administration’s
statements and actions, I am more con-
vinced than ever that there is already
agreement on a significant number of
issues and that a consensus on
encryption policy is possible in the
not-to-distant future. First, all parties
accept the need for and reality of
strong encryption products. Second, all
parties agree that strong encryption
products are essential to the growth of
electronic commerce and the internet.
Third, all parties agree that 40-bit keys
are inadequate to ensure privacy and
security. Fourth, all parties agree that
doing nothing has a real and signifi-
cant downside. According to a recent
study, maintaining existing encryption
policies will cost the U.S. economy as
much as $96 billion over the next 5
years in lost sales and slower growth in
encryption-dependent industries. Fi-
nally, all parties agree that doing
nothing is unsustainable because the
relaxed restrictions the Administration
placed on 56-bit encryption products
expire at the end of the year and must
be addressed within the next month or
two.

So where does this leave us? Unfortu-
nately, while recent discussions be-
tween industry and the Administration
have been fruitful, they have not gone
far enough or proceeded fast enough to
produce the kind of agreement I be-
lieve the majority of the Congress
would all like to see. The time has
come for the Administration to an-
nounce exactly where it stands on sev-
eral key issues—including how it in-
tends to proceed when the current re-
laxed restrictions on 56-bit encryption
expire.

Having urged the Administration to
greater efforts, I must also ask if it
would not be constructive for those
who are most frustrated with the pace
of change in this area to take a step
back and closely examine their own po-
sitions. For example, several of the
bills introduced in the Congress this
session call for the Secretary of Com-
merce to have exclusive jurisdiction
over the export of encryption products.
Despite the widespread agreement that
the sale of encryption products has im-
portant ramifications for our national

security and law enforcement, these
bills would give no role to officials
from the Justice Department, the FBI,
or the intelligence community in the
decision process regarding which
encryption products can be legally
sold.

This fact would be noteworthy even
in isolation. It is even more remark-
able when one combines it with the ob-
servation that many of the adherents
to this laissez-faire approach to export
controls for encryption products are
the most vocal critics of the Adminis-
tration’s export policies for commer-
cial satellites.

The incongruity of these two posi-
tions is stunning. Trying to reconcile
them is impossible. There are only two
conclusions to be drawn from this in-
consistency. Either the right hand does
not know what the left is doing, or at
least part of the criticism directed at
the Administration is politically moti-
vated.

I will be working with the Adminis-
tration and my colleagues in the days
ahead in the hope of reaching some
consensus on national encryption pol-
icy. I am hopeful that over the next
few weeks we can begin to resolve the
numerous difficult issues that remain.
Neither industry nor government is
likely to get 100 percent of what it
wants. However, if both sides are flexi-
ble and cognizant of the stakes in-
volved, I am hopeful we can reach an
agreement that’s good for consumers,
good for business, and good for law en-
forcement and national security.
f

OMNIBUS PATENT ACT OF 1997

Mr. LEAHY. Mr. President, I am here
once again to talk about S. 507, the
Omnibus Patent Act of 1997. On this
date back in 1878, a gentleman named
Thaddeus Hyatt was granted a patent
for reinforced concrete. Now, 120 years
later, the Senate is refusing to rein-
force American innovation by failing
to take concrete action to reform our
nation’s patent laws.

We are presented with an oppor-
tunity that will not soon repeat itself—
an opportunity to pass S. 507 and give
U.S. inventors longer patent terms, put
more royalties in their pockets, save
them money in costly patent litiga-
tion, and avoid wasting their develop-
ment resources on duplicative re-
search. At the same time, we can get
our new technology more rapidly into
the marketplace and make U.S. compa-
nies more competitive globally.

Remaining globally competitive is
not an idle concern. The failure of this
body to enact the reforms of our patent
system contained in S. 507 has given
foreign entities applying for and re-
ceiving patents in the U.S. unfair ad-
vantages over U.S. firms—advantages
that U.S. persons filing and doing busi-
ness abroad do not have. This ability to
keep U.S. inventors in the dark about
the latest technological developments
does not work to our economic advan-
tage. Why are we turning our backs on

our businesses, small and large, by not
voting on this bill?

I have made recent speeches citing
the strong support this legislation has
around the country. This legislation
has more than just Vermont or any
state in mind. It has the entire country
in its best interest. Our 200 year old
patent system has provided protections
to many of our inventions that have
led to our global economic leadership
position in the world marketplace.
However, that leadership position is
being threatened. Litigation has in-
creased. Small inventors have been
taken advantage of. Inventors and
businesses are asking for our help and
requesting that we pass S. 507.

The Senate Judiciary Committee re-
ported this bill out over a year ago by
an overwhelmingly bipartisan vote of
17–1, and this bill has yet to see the
light of day on the floor. No longer can
we turn the other cheek when Amer-
ican business lets out such a cry for
help. We need to bring this bill to the
floor now and to pass it. We must not
squander this opportunity to not only
update our patent system but to come
to America’s defense.

I inserted into the CONGRESSIONAL
RECORD on June 23, letters of support
from the White House Conference on
Small Businesses, the National Asso-
ciation of Women Business Owners, the
Small Business Technology Coalition,
National Small Business United, the
National Venture Capital Association,
and the 21st Century Patent Coalition.

On July 10, I inserted into the CON-
GRESSIONAL RECORD additional letters
of support from The Chamber of Com-
merce of the United States of America;
the Pharmaceutical Research and Man-
ufactures of America, PhRMA; the
American Automobile Manufacturers
Association; the Software Publishers
Association; the Semiconductor Indus-
try Association; the Business Software
Alliance; the American Electronics As-
sociation; and the Institute of Elec-
trical and Electronics Engineers, Inc.

I now ask that additional letters of
support for S. 507 be printed in the
RECORD. These letters are from IBM;
the Biotechnology Industry Organiza-
tion; the International Trademark As-
sociation; 3M; Intel Corporation; Cat-
erpillar; AMP Incorporated; and Hew-
lett-Packard Company.

There being no objection, the letters
were ordered to be printed in the
RECORD, as follows:

IBM INTERNET MEDIA GROUP,
Essex Junction, VT, June 6, 1998.

Hon. PATRICK LEAHY,
U.S. Senate, Washington, DC.

DEAR SENATOR LEAHY: As an inventor I
rely on the strength of the U.S. patent sys-
tem to legally protect my invention(s). I am
also the chairman of an ANSI standardiza-
tion committee (NCITS L3.1) which rep-
resents the United States in an International
Standardization Forum (ISO/IEC JTC 1/SC
29/WG 11). Our committee has developed the
Emmy Award winning standard called
MPEG–2, a standard which may have never
come to pass had it not been for strong Inter-
national parent protection. We are currently
working on the future of International
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